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DAVIS SCHOOL DISTRICT 
IT Security Plan 
 
 
Davis School District, recognizing their operational dependency on computer systems, including the Wide Area 
Network (WAN), Local Area Network (LAN), Wireless Local Area Network (WLAN), Database Servers, Internet, 
Intranet, web presence, and e-Mail, as well as the potential loss of data, credibility and operational control that may 
occur in the event of a service disruption or breach; authorized the preparation, implementation and maintenance of a 
comprehensive Network Security Plan.  
 
The Network Security Plan is authorized and based on District Policy 7SS-001 Information Systems Security revised 
May 28, 2013.  This policy requires all employees to act in an appropriate manner consistent with District Published 
Security Standards and directs the Administrator of Technology Services to establish a committee to develop 
standards and best practices and also oversee the implementation of those standards.  A security committee has 
been established and meets regularly with representation from the following groups:  
 

 Communication Systems Support  

 Computer Technology Support  

 Information Systems  
  
The Security Committee has developed Information Systems Security Standards and Procedures and continues to 

update and refine district security standards and procedures as general standard security practices evolve.  

http://www.davis.k12.ut.us/cms/lib09/UT01001306/Centricity/Domain/12/_Files/7SS-001%20Information%20Systems%20Security.pdf
http://www.davis.k12.ut.us/cms/lib09/UT01001306/Centricity/domain/12/_files/Information%20Systems%20Security%20Standards%20and%20Procedures.pdf

